هذا المربع مخصّص لأغراض توجيهية. احذف جميع المربعات التوجيهية بعد تعبئة النموذج. يجب تحرير البنود الملوّنة باللون الأزرق بصورة مناسبة. ويجب إزالة التظليل الملون بعد إجراء التعديلات.



أدخل شعار الجهة بالضغط على الصورة الموضحة.

.

نموذج سياسة الالتزام بتشريعات وتنظيمات الأمن السيبراني

|  |  |
| --- | --- |
| اختر التصنيف |  |
| التاريخ: | اضغط هنا لإضافة نص |  |
| الإصدار: | اضغط هنا لإضافة نص |  |
| المرجع: | اضغط هنا لإضافة نص | استبدل <اسم الجهة> باسم الجهة في مجمل صفحات الوثيقة. وللقيام بذلك، اتبع الخطوات التالية:1. اضغط على مفتاحي "Ctrl" و"H" في الوقت نفسه.
2. أضف "<اسم الجهة>" في مربع البحث عن النص.
3. أدخل الاسم الكامل لجهتك في مربع "استبدال" النص.
4. اضغط على "المزيد" وتأكّد من اختيار "Match case".
5. اضغط على "استبدل الكل".
6. أغلق مربع الحوار.
 |

اعتماد الوثيقة

|  |  |  |  |
| --- | --- | --- | --- |
| التوقيع | التاريخ | الاسم | الدور |
| <أدخل التوقيع> | اضغط هنا لإضافة نص | <أدخل الاسم الكامل للشخص> | اختر الدور |
|  |  |  |  |

نسخ الوثيقة

|  |  |  |  |
| --- | --- | --- | --- |
| النسخة | التاريخ | عُدلَ بواسطة | أسباب التعديل |
| <أدخل رقم النسخة> | اضغط هنا لإضافة نص | <أدخل الاسم الكامل للشخص> | <أدخل وصف التعديل> |
|  |  |  |  |

قائمة المحتويات

[الأهداف 3](#_Toc14681695)

[نطاق العمل وقابلية التطبيق 3](#_Toc14681696)

[بنود السياسة 3](#_Toc14681697)

[الأدوار والمسؤوليات 4](#_Toc14681698)

[الالتزام بالسياسة 4](#_Toc14681699)

# [الأهداف](#الأهداف" \o "يهدف هذا القسم في نموذج السياسة إلى توضيح أسباب تطوير واعتماد السياسة وأهمية الالتزام بالمتطلبات المذكورة. كما يوضح هذا القسم علاقة السياسة بمتطلبات الضوابط الأساسية الصادرة من الهيئة الوطنية للأمن السيبراني ومتطلبات الأعمال والمتطلبات التنظيمية والتشريعية)

الغرض من هذه السياسة هو توفير متطلبات الأمن السيبراني المبنية على أفضل الممارسات والمعايير لضمان التأكد من أن برنامج الأمن السيبراني لدى <اسم الجهة> يتوافق مع المتطلبات التشريعية والتنظيمية ذات العلاقة.

وتهدف هذه السياسة إلى الالتزام بمتطلبات الأمن السيبراني والمتطلبات التشريعية والتنظيمية ذات العلاقة، وهي مطلب تشريعي في الضابط رقم ١-٧-١ من الضوابط الأساسية للأمن السيبراني (ECC-1:2018) الصادرة من الهيئة الوطنية للأمن السيبراني.

# [نطاق العمل وقابلية التطبيق](#نطاق" \o "يهدف هذا القسم في نموذج السياسة إلى تحديد الأطراف والأشخاص الذين تنطبق عليهم، وتحديد مدة سيران هذه السياسة وفعاليتها، وقد تمتد الى ما بعد نهاية العلاقة مع الجهة.)

تغطي هذه السياسة جميع الأنظمة؛ والإجراءات الخاصة بـ<اسم الجهة>، وتنطبق على جميع العاملين في <اسم الجهة>.

# [بنود السياسة](#بنود" \o "يهدف هذا القسم إلى تحديد جميع المتطلبات والضوابط الأساسية للسياسة؛ بناء على نتائج تقييم المخاطر، ومتطلبات الأعمال، والمتطلبات التنظيمية والتشريعية الخاصة بها.)

* 1. يجب تحديد قائمة التشريعات والتنظيمات، المتعلقة بالأمن السيبراني، والمتطلبات ذات الصلة، وتوثيقها وتحديثها دورياً.
	2. يجب توفير التقنيات اللازمة؛ للتحقق من الالتزام بمتطلبات الجهات التشريعية والتنظيمية، المتعلقة بالأمن السيبراني.
	3. يجب مراجعة سياسات الأمن السيبراني وإجراءاته دورياً؛ لضمان التزامها بالمتطلبات التشريعية والتنظيمية، ذات العلاقة.
	4. يجب التأكد من تطبيق سياسات الأمن السيبراني وإجراءاته دورياً.
	5. يجب التأكد من الالتزام بالمتطلبات التشريعية والتنظيمية ذات العلاقة؛ بشكل دوري، عن طريق استخدام الأدوات المناسبة مثل:
		1. أنشطة تقييم مخاطر الأمن السيبراني (Cybersecurity Risk Assessment).
		2. أنشطة إدارة الثغرات (Vulnerabilities Management).
		3. أنشطة اختبار الاختراقات (Penetration Test).
		4. مراجعة معايير الأمن السيبراني.
		5. المراجعة الأمنية للشفرة المصدرية (Security Source Code Review).
		6. استبيانات المستخدمين.
		7. المقابلات مع أصحاب المصلحة.
		8. مراجعة الصلاحيات على النظام والشبكة.
		9. مراجعة سجلات الأمن السيبراني وحوادثه.
	6. يجب تحديد الإجراءات التصحيحية اللازمة والعمل على تطبيقها؛ لتصحيح الثغرات لجميع متطلبات الالتزام من قبل أصحاب العلاقة.
	7. يجب استخدام مؤشر قياس الأداء (KPI) لضمان التطوير المستمر لبرنامج الالتزام.
	8. يجب تنفيذ الإجراءات المناسبة؛ لضمان الالتزام بالمتطلبات التشريعية والتنظيمية، المتعلقة بحقوق الملكية الفكرية، واستخدام البرمجيات.

# [الأدوار والمسؤوليات](#الأدوار" \o "يهدف هذا القسم إلى تحديد الأدوار والمسؤوليات ذات العلاقة بهذه السياسة.)

1. **راعي ومالك وثيقة السياسة:** <رئيس الإدارة المعنية بالأمن السيبراني>.
2. **مراجعة السياسة وتحديثها:** <الإدارة المعنية بالأمن السيبراني>.
3. **تنفيذ السياسة وتطبيقها:** <الإدارة المعنية بالأمن السيبراني>.

# [الالتزام بالسياسة](#الالتزام)

1. يجب على <رئيس الإدارة المعنية بالأمن السيبراني> ضمان التزام <اسم الجهة> بهذه السياسة بشكل دوري.
2. يجب على جميع العاملين في <اسم الجهة> الالتزام بهذه السياسة.
3. قد يعرض أي انتهاك لهذه السياسة صاحب المخالفة، إلى إجراء تأديبي؛ حسب الإجراءات المتبعة في <اسم الجهة>.